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• Guidelines for the successful implementation on IdM
solutions straight from the White House

• Future requirements and B2B opportunities for identity
management solutions

• Procurement guidelines on ID & access management

• and many more!

This critical event includes
top Identity Management
experts, including:

www.idga.org/us/identitymanagement  

July 27 – 29, 2009 Washington, D.C.
Metro Area

presents a Training Conference…

Create strategic IdM programs for your organization! See pg. 4

Can’t miss in-depth discussions on effective
IdM solutions include:

Securely and cost-effectively manage
your data. See page 3 for details!

TM



IDGA’s Identity Management Summit
is a forum on the challenges,
requirements and potential solutions for
the successful deployment of IdM
solutions. You will have the unique
opportunity to interact and network with
an audience of military, government,
academic, and private sector leaders with
job functions such as:
• Intelligence Analyst
• Chief Information Officer
• Chief Technology Officer
• Program Manager, Identity

Management
• Research & Development Director
• Security and Privacy Officers

Who You Will Meet:

The Institute for
Defense & Government
Advancement (IDGA) is

a non-partisan information based
organization dedicated to the promotion
of innovative ideas in public service and
defense. We bring together speaker
panels comprised of military and
government professionals while
attracting delegates with decision-
making power from military, government
and defense industries. For more
information, please visit us at
www.idga.org.

“This has been an outstanding
conference, primarily due to the quality
of presenters and invitees.” 
– Frank Thompson, Northrop
Grumman

“The lineup of speakers was nothing less
than excellent, and I was pleased to hear
fresh and relevant topic coverage… the
organization of the agenda and selection
of the speakers was top notch. I had
considered a competing conference two
weeks prior to the IDGA event. We are
happy that I chose the IDGA event.” 
– Tim Meyerhoff, LG Iris Technology
Division

About IDGA

Here’s what people are
saying about IDGA’s events:

P.S. Increase security

and cut costs! Learn

how to at our Data

Management Focus Day.

See pg. 3 for details!
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Dear Colleague,

Collecting personally identifiable data is necessary for the security ofgovernment agencies, as well as for the security of our nation. Identitymanagement all begins with data collection, including the collection ofbiometric credentials, and the Obama administration is likely to spend$750 million to $1 billion on biometric applications this year. 

Identity management systems range from passwords and PINs, to securitytokens and PKI systems. The DoD and government are currently in need ofeffective solutions to their identity management challenges, and are callingon industry experts to help them.

IDGA’s Identity Management Summit has a two-pronged mission:- discuss the current challenges of designing, developing and
deploying IdM tools, and- discover and adopt currently available solutions to these challenges

This year, IDGA’s Identity Management Summit focuses on data collection, aswell as the government’s goal to share this pertinent information by cost-effective and secure means. This event is your opportunity to claim yourplace in the identity management community.  Meet with key decision-makersand top-notch innovators – this is your chance to join a community ofIdM experts in the defense and government space!  

Register yourself and your team today by calling 1- 212-885-2683 or by faxingthe order form on the back of the brochure to 9212-697-4106 You can alsoregister online at www.idga.org/us/identitymanagement.  

I look forward to seeing you in July!

Very Respectfully,

Kristine Ortiz-Cortes
Program Director, IDGA
kristine.cortes@idga.org
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Get up-close and personal with experts in data management and security. Learn in a private,
classroom-style setting about the latest advancements and best practices needed in order to
collect, share and protect critical government data. Sessions include need-to-know topics such as:

8:30 am – 9:00 am Registration and Coffee

Discuss policies and goals in order to move forward with IdM initiatives!9:00 am – 11:00 am

There is a continuing examination by the IC and larger network user interests
in government in the role of authentication and identity to ensure secure
network environments.  This on-going debate talks about priorities for
government and private sector investments in R&D, deployment of enabling
technologies, policy changes, the role of emerging international standards
and the governance framework for network security.  

All of this is set to be proposed by the new Administration, and will therefore
impact the national security and identity management community.  This
session will discuss the change in new administrative policies, with the
demands of the HSPD-12, PIV, FIPS 201 taken into consideration.

How you will benefit:
• Explore the range of policy issues impinging on current and emerging IdM

approaches and technologies

• Assess the progress made under the CNCI’s identity and authentication
components

What you will learn:
• IdM policy framework and what it means to your organization
• Priorities for government and private sector investments on IdM

technologies
• Emerging identity requirements, and respective potential technology

solutions

Session Leader:
David Weitzel, Director, Identity Management Practice Area, MITRE
Corporation
Michael Aisenberg, Principal, Federal Systems Security, MITRE Corporation

Meeting IdM Directives under the New Administration

Cost-effectively acquire software assurance programs!11:15 am – 1:15 pm
Lunch will be served

The DoD has invested in and developed world class applications and systems
for identifying and managing personally identifiable information.  Systems
software and application software make it possible for government systems
and networks to function effectively and efficiently, enabling creation,
processing, storage and communication of information assets that enhance
homeland security.  This dependency on information infrastructure makes
software assurance an essential element of national security and homeland
defense.  This session therefore discusses the interdependence of our IdM
systems with the entire information infrastructure, along with the growing
sophistication of malicious threats that bring about the use of software
assurance methodologies for developing or acquiring software.

How you will benefit:
• Get a better understanding of the interdependence of our IdM systems

with the entire information infrastructure
• Gain insight into the growing sophistication of malicious threats

What you will learn:
• Software assurance methodologies necessary for developing or acquiring

software for government IdM
• Best practices and materials used in software acquisition training and

education

Session Leader:
Julie Ryan, DSc, Associate Professor for Engineering Management and
Systems Engineering and Lead Professor for Information Security
Management

Best Practices: Acquiring Software Systems for Secure Identity Management

1:30 – 3:30 pm

Government employees are provided with access cards that could potentially
get infected with malicious code, even from trusted internet sites. What
happens when a CAC card is infected, and all of the user’s personal
information is compromised? This session will discuss the prevalent threats on
access cards, and what can be done to avoid malicious attacks on not only
the system, but on the user’s identity as well.

How you will benefit:
• Obtain a better understanding of potential threats to your computer

systems
• Learn how an attack is detected in enterprise-wide servers and client

workstations

• Gain insight into data recovery using data regeneration

What you will learn:
• Individual computing and identity management
• Enterprise computing 
• Autonomic recovery of government computer systems

Session Leader:
Anup Ghosh, Professor, George Mason University and Chief Scientist,
Center for Secure Information Systems, Volgenau School of Information
Technology and Engineering

Security Beyond CAC Cards: Securing the Desktops of 15M+ Employees

• Identification technology advancements
• Implementing collection and access technologies that increase security while cutting costs for your organization
• Emerging international standards and governance framework for network security

Data Management Focus Day
Monday, July 27, 2009

Secure government systems and employee identities from malicious attacks!

Obtain a better understanding of biometric system performance for large-scale applications!
3:45 – 5:45 pm

Biometric devices offer substantial advantages over the traditional user
authentication approaches. However, very limited knowledge is available to
assess the performance of biometric systems in isolation and/or as a part of
larger applications. This session will therefore discuss the study that was
conducted regarding information assurance aspects of the use of biometric
devices in large-scale computer networks. It will include the identification of
statistical parameters for the improved performance of multi-modal biometric
identification systems. 

How you will benefit: 
• Discover system-wide reliability impacts of biometric authentication devices

• Find out more about information assurance when using biometric devices
in large-scale computer networks

What you will learn: 
• Design guidelines for multimodal biometric systems
• Individual biometrics working in a multimodal authentication framework
• Performance of biometric systems in isolation and/or as a part of larger

applications 

Session Leader:
Dr. Bojan Cukic, Robert C. Byrd Professor, Computer Science and Electrical
Engineering, West Virginia University 

Performance Evaluation on Biometric Systems

3Register Today! 212-885-2683 Mike Glover 
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7:30 Registration and Coffee

8:15 Chairperson’s Welcome & Opening Remarks

8:25 Putting Policy into Practice
• Investment guidelines to advance identity management technologies
• Policies and strategies for interagency data management collaboration
• Goals for successful international and public sector partnerships
Duane Blackburn, Office of Science and Technology Policy, Executive
Office for the President

9:05 The Intelligence Community Identity and Access
Management (IdAM) Program
• Search for a single, consistent and persistent digital identifier coupled as

means to information sharing within the intelligence community
• Provision of a centralized management entity for strategic planning,

coordination and oversight for the implementation of IC IdAM Enterprise
Services

Greg Hall, Identity Management Program Manager, ODNI/CIO

9:45 Networking Break

10:30 Information and Identity Assurance
• Requirements for coordinated convergence
• Guidelines on how to meet PKI compliance standards
• Future DoD initiatives for PKI and identity management 
Morris Hymes, Jr., SES, Director, Program Management Office, DoD PKI

11:10 Information Assurance in a Collaborative Environment
• Methods of information collection
• Accessing the information using a secure, airtight network
• Maintaining information integrity across the enterprise
Will Janssen, Chief Systems and Network Analysis Center,
Information Assurance Directorate, National Security Agency

11:50 LUNCH

1:00 TSA TWIC Program: Hidden Issues Regarding Deployment
Revealed
• National compliance requirements for TWIC
• Deployment challenges
• Lessons learned in the development and design of tools
Rex Lovelady, TWIC Program Manager, Transportation Security
Administration, DHS

1:40 USCG Maritime Intelligence Detachment
• Identity and vessel intelligence: a national policy
• Case analysis – impacting operations across the spectrum
• MDA realization of HSPD-24 objectives
Dalton Jones, Technical Director, US Coast Guard Intelligence
Coordination Center

2:20 Networking Break

2:50 Procurement Strategies for ID and Access Management
• Assurance levels and risk assessments
• Credential service provider confidence
• Best practices for e-authentication and interoperability testing
Stephen P. Sill, Acting Program Manager, E-Authentication Office,
Federal Acquisition Service-QTEAA, General Services Administration

3:30 Discovering Identity Management Needs for Future
Initiatives
• New convergence activities within the federal government on IdM

requiring new policies
• Expansion of IdM into all government business activities
Albert Miller, President, 5M Inc, - in support of the Deputy Under
Secretary of Defense for Policy Integration

4:15 End of Day One

7:30 Registration and coffee

8:15 Chairperson’s Welcome

8:25 DoD Identity Management – Where are we, and where
are we headed?
• Current state of affairs of the new Administration regarding funding for

IdM technologies
• Future opportunities for the IdM community, within and across the

federal government
Willam Gravell, Diogenes Group and former Special Advisor to the
Secretary of the Navy for Identity Management

9:05 Assured Information Sharing for the Extended
Enterprise
• Key Conceptual Threats
• Identity and Access Management with External Partners - DoD Perspective
• Federal Identity, Credential and Access (ICAM) Subcommittee and

initiatives
Paul Grant, SES, Special Assistant for Identity Management and
External Partnering, DoD CIO

9:45 Networking Break

10:30 DON Security, Access, and Collaboration
• Technical infrastructure and standards requirements for interoperability
• Allocation of resources for data access and security
• Budget and acquisition agility for information technology platforms
Robert Carey, Chief Information Officer, Department of the Navy

11:10 Identity Assurance and Access Control
• Acquiring improved collection devices with large-scale operational

capabilities
• The push for interagency collaboration, and respective DoD

requirements
Thomas P. Dee, Director of Defense Biometrics, Office of the
Secretary of Defense AT&L, DDR&E
CAPT James Murray, USN, Deputy Director, Defense Biometrics,
Office of the Secretary of Defense, AT&L, DDR&E

11:50 LUNCH

1:00 NASA Level of Assurance and Identity Trust
• Underlying architecture for NASA data management
• Physical and logical access control requirements
• Needed technologies that are not currently available
Corinne S. Irwin, PMP, OCIO, Architecture and Infrastructure
Division, NASA

1:40 Round Table Discussion: Government and Vendor
Partnerships
Take part in facilitated roundtable discussions about successful
collaboration between government agencies and industry leaders, and how
your organization can benefit from future partnerships. If you are an IdM
expert and are interested in being a table monitor, contact
kristine.cortes@idga.org.

2:20 Networking Break

2:50 Identity Management as a Force Multiplier
• Preparing the 21st century government workforce for future identity

management strategies
• Enhanced certification programs for biometrics and IdM professionals
• Current and future capabilities for the data management workforce
Dr. Michael T. Yura, DoD Biometric Fusion Center, Biometrics Task
Force

3:30 Protection of DoD Invested IT Infrastructures
• Priorities for government and private sector investments in R&D initiatives
• Protection of critical infrastructure in government
• Application of public policy processes to national and international

institutions
Michael Aisenberg, Principal, Federal Systems Security, MITRE
Corporation

4:10 End of Main Conference

Main Summit Days
Tuesday, July 28, 2009 Wednesday, July 29, 2009
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DELEGATE REGISTRATION FORM  
DISCOUNT CODE: NAD/MG 

 
PLEASE RETURN TO: Michael Glover (NAD/MG) 

    DIRECT: 212-885-2683 
EMAIL: michael.glover@idga.org                            FAX:       212-697-4106 
Pricing Industry Military, Government & Academia 

    Standard 
Focus Day 
(Mon July 27)  

$500.00   $500.00 

Main Summit 
Tue-Wed July 28-29) 

$999.00   $999.00 
(
 
Company/Unit Information: 
Company/Unit Name:  
Mailing Address:  
Main Telephone #:  
Direct Telephone #:  
Fax #:  
Email Address:  
 
Delegate Information: 

Delegate Names Delegate Titles Focus Day 
(Y/N) 

Cost 

1.    
2.    
3.     
4.    
5.    
                  TOTAL AMOUNT DUE (including any or all 
applicable taxes): 

$      

 
Payment Information: 
 VISA [  ]      AMEX [   ]  MasterCard [   ]  DINERS [   ] 
Card Number:  Expiry Date:  
Name of Cardholder:  
 
PLEASE FAX COMPLETED REGISTRATION FORM TO 212-697-4106 

mailto:michael.glover@idga.org
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